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• In a nutshell, AD RMS is an information protection technology that is 
designed to minimize the possibility of data leakage. 
 

• Data leakage is the unauthorized transmission of information – either to 
people within the organization or people outside the organization – who 
should not be able to access that information. 
 

• AD RMS integrates with existing Microsoft products and OS’s including 
Windows Server, Exchange Server, SharePoint Server, and the Microsoft Office 
Suite. 

 
• AD RMS can protect data in transit and at rest. For example, AD RMS can 

protect documents that are sent as email messages by ensuring that a 
message cannot be opened even if it is accidentally addressed to the wrong 
recipient. 



Lets start by creating ADRMS service account on 
Domain Server (Service account – Microsoft 
recommends using a standard domain user account 
with additional permissions. You can use a managed 
service account as the AD RMS service account). 
 
Access Active Directory Users and computers and 
create a standard user account 























































– In Internet Information Services (IIS) Manager, expand Sites\Default Web Site and click 
_wmcs, then under /_wmcs Home, double-click Authentication… 



Then right-click Anonymous Authentication and click Enable 



In the Connections pane, expand _wmcs and click licensing and double-click 
Authentication… 



Right-click Anonymous Authentication and click Enable, then close IIS 
Manager… 



configure AD RMS super users group for SVR01 



In the Active Directory Rights Management Services console, expand the SVR01 node, 
and then click Security Policies… 



In the Security Policies area, under Super Users, click Change super user group… 



In the Super Users box, in the Super user group text box, 
type ADRMS_Superusers@comsys.local, and then click OK… 








