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Deploying features and roles on remote servers through 

Windows PowerShell 

 
In Windows Server 2012, you can deploy roles and features on remote servers. This feature is 

an important new functionality that is sure to be tested. 

For the following procedures, it is assumed that the remote computer is 

configured to allow remote management (this is the default configuration) and that both. 

 

the source and destination computers are located in the same Active Directory Domain 

Services domain.   

 For information on how to manage remote servers from Server Manager in 

a workgroup environment, see “Add Servers to Server Manager” at 

http://technet.microsoft.com/en-us/library/hh831453.  
To install roles and features on a remote server by using Windows PowerShell, follow these 

steps:  

1. 

 

Type Get-WindowsFeature and then press Enter to view a list of available and 

installed roles and features on the local server. If the local computer is not a server, run 

Get-WindowsFeature -ComputerName <computer_name>, where computer_name 

represents the name of a remote computer that is running Windows Server 2012.The 

results of the cmdlet contain the command names of roles and features that you add 

to your cmdlet in step 4.  

2. 

 

Type Get-Help Install-WindowsFeature and then press Enter to view the syntax and 

accepted parameters for the Install-WindowsFeature cmdlet. 

3. 

 

Type the following and then press Enter, where feature_name represents the 

command name of a role or feature that you want to install (obtained in step 2), and 

computer_name represents a remote computer on which you want to install roles and 

features. Separate multiple values for feature_name by using commas. The Restart 

parameter automatically restarts the destination server if required by the role or 

feature installation. 
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