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You will get a message to confirm the action. If you are sure that you 
want to seize the role, press Yes. 



It will take a few moments because the tool tries to contact the old owner of the FSMO role 
and after it fails to do that, then it will actually seize the role. 





And is done, the FSMO role was seized 
successfully. Now let the replication do it’s magic. 
One important note to make here again, is to 
make sure you don’t put into the network the old 
domain controller (in case you make it work 
somehow) that had the same FSMO role you just 
seized, it will just mess up the topology. 
 
As you see, transferring or seizing FSMO roles are 
not difficult processes but sometimes they are 
necessary. Also, knowing what each role does is 
important because that way you know what to 
expect and how to fix the problem. 


